Предлагаем ссылки с информационно-разъяснительными материалами по противодействию киберпреступлений

Звонок от «оператора» сотовой связи

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/вбезопасности/item/55246013/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%B2%D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8/item/55246013/)

Звонок от «брокера»

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/вбезопасности/item/54614899/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%B2%D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8/item/54614899/)

Что такое фейковые QR-коды и как этим пользуются мошенники?

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/вбезопасности/item/54617074/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%B2%D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8/item/54617074/)

Звонки от «сотрудников» государственных органов

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/вбезопасности/item/54619404/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%B2%D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8/item/54619404/)

“Банковский лексикон” мошенников

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/вбезопасности/item/54618969/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%B2%D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8/item/54618969/)

Мошенничество в сфере госуслуг

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/предупрежден-значит-вооружен/item/49326197/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%BF%D1%80%D0%B5%D0%B4%D1%83%D0%BF%D1%80%D0%B5%D0%B6%D0%B4%D0%B5%D0%BD-%D0%B7%D0%BD%D0%B0%D1%87%D0%B8%D1%82-%D0%B2%D0%BE%D0%BE%D1%80%D1%83%D0%B6%D0%B5%D0%BD/item/49326197/)

Мошенничество в интернет-торговле

[https://мвд.рф/Videoarhiv/Socialnaja\_reklama/предупрежден-значит-вооружен/item/49326271/](https://мвд.рф/Videoarhiv/Socialnaja_reklama/%D0%BF%D1%80%D0%B5%D0%B4%D1%83%D0%BF%D1%80%D0%B5%D0%B6%D0%B4%D0%B5%D0%BD-%D0%B7%D0%BD%D0%B0%D1%87%D0%B8%D1%82-%D0%B2%D0%BE%D0%BE%D1%80%D1%83%D0%B6%D0%B5%D0%BD/item/49326271/)

Ответственность лиц, помогающих мошенникам («Бегунки»)

<https://мвд.рф/Videoarhiv/Socialnaja_reklama/item/54615098/>

Рекомендации для граждан о навыках безопасности при использовании банковских карт, интернет-банкинга, банкоматов,

[https://мвд.рф/mvd/structure1/Upravlenija/убк/информация-для-граждан](https://мвд.рф/mvd/structure1/Upravlenija/%D1%83%D0%B1%D0%BA/%D0%B8%D0%BD%D1%84%D0%BE%D1%80%D0%BC%D0%B0%D1%86%D0%B8%D1%8F-%D0%B4%D0%BB%D1%8F-%D0%B3%D1%80%D0%B0%D0%B6%D0%B4%D0%B0%D0%BD)

https://мвд.рф/mvd/structure1/Upravlenija/убк

[t.me/cyberpolice\_rus](https://vk.com/away.php?to=http%3A%2F%2Ft.me%2Fcyberpolice_rus&post=-195433271_1682&cc_key=)

**Банк России**

Онлайн-уроки по финансовой грамотности

<https://dni-fg.ru/>

https://doligra.ru/

Публикации о видах мошенничеств (сайт о финансовой культуре)

<https://fincult.info/rake/>

Ссылка на информационно-разъяснительные материалы Банка России

[https://cbr.ru/protection\_rights/finprosvet](https://vk.com/away.php?to=https%3A%2F%2Fcbr.ru%2Fprotection_rights%2Ffinprosvet&post=-212425841_5513&cc_key=)

**Минцифры**

Раздел по кибербезопасности (новые схемы мошенничества, защита мобильных устройств, безопасность в сети интернет)

<https://www.gosuslugi.ru/cybersecurity>

**Министерство цифрового развития, связи и массовых коммуникаций России запустило сайт «Киберзож». Проект нацелен на повышение цифровой грамотности россиян.**

[киберзож.рф](https://vk.com/away.php?to=http%3A%2F%2F%EA%E8%E1%E5%F0%E7%EE%E6.%F0%F4&post=-202316181_854&cc_key=).

 «Киберзож» – аналогия между здоровыми привычками в жизни и в интернете. Платформа рассказывает россиянам о правилах поведения при атаках мошенников. Потренироваться пользователи смогут на специальном онлайн-тренажере. Рассчитан проект и на подростков – он помогает жертвам интернет-травли. Также россиянам напоминают о правилах «цифровой гигиены».

**Операторы связи**

**Мегафон**

Рекомендации по защите от телефонных мошенников

<https://megafon.ru/help/antifraud/mobile/>

**Компании, осуществляющие деятельность**

**в сфере информационной безопасности**

Как не стать жертвой интернет-мошенников

<https://rocit.ru/knowledge_base/kak-ne-stat-zhertvoj-internet-moshennikov/>

50 правил безопасности в интернете

<https://rocit.ru/knowledge_base/50-pravil-bezopasnosti-v-internete/>

Что делать, если вы стали жертвой электронного вымогательства

<https://rocit.ru/knowledge_base/chto-delat-esli-vy-stali-zhertvoj-elektronnogo-vymogatelstva/>

Мобильное мошенничество

<https://rocit.ru/knowledge_base/mobilnoe-moshennichestvo/>

Фишинговые письма: как их распознать и не стать их жертвой

<https://www.kaspersky.ru/resource-center/preemptive-safety/phishing-prevention-tips>

Искусственный интеллект в социальных сетях: безопасно ли это?

<https://www.kaspersky.ru/resource-center/preemptive-safety/social-media-ai>

Безопасность мобильных устройств: преимущества, перечень угроз и полезные рекомендации

<https://www.kaspersky.ru/resource-center/definitions/what-is-mobile-security>

Вредоносное программное обеспечение

<https://www.kaspersky.ru/resource-center/definitions/what-is-crimeware>

**Сберанк**

Что такое информационная гигиена и почему ее необходимо соблюдать

<https://www.sberbank.ru/ru/person/kibrary/articles/chto-takoe-informacionnaya-gigiena-i-pochemu-eyo-nado-soblyudat>

Мошеннические схемы с использованием поддельных документов

<https://www.sberbank.ru/ru/person/kibrary/articles/obman-s-poddelnymi-dokumentami>

Актуальные угрозы кибербезопасности в Telegram

<https://www.sberbank.ru/ru/person/kibrary/articles/aktualnye-ugrozy-kiberbezopasnosti-v-telegram>

Десять советов по безопасным покупкам в интернете

<https://www.sberbank.ru/ru/person/kibrary/articles/desyat-sovetov-po-bezopasnym-pokupkam-v-internete>

**ВТБ**

Руководство по защите от мошенников для участников СВО

<https://learn.vtb.ru/media-files/learn.vtb.ru/sitepages/fingram/grown/Rukovodstvo-po-zashhite-ot-finansovykh-moshennikov-dlja-uchastnikov-SVO.pdf>

Финансовая грамотность для всей семьи

https://learn.vtb.ru/fingram/